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1 Scenario

The SAP NetWeaver Development Infrastructure® serves as base for realising a
comprehensive software development process, comprising development of several
components, activating components for shared usage, up to consolidation, testing and
deployment.
¢ All development objects (sources, table definitions, Web Dynpro definitions etc.)
are stored and versioned in the Design Time Repository (DTR)
e Central builds and the resulting archives are provided by the Component Build
Service (CBS)
e The Name Server is the naming authority ensuring unique names (e.g. for
development components (DCs), database tables, Java packages etc.)
e The Change Management Service (CMS) is providing software logistic
functionality and is controlling the development landscape
e The SAP NetWeaver Developer Studio (NWDS) is installed on the developer
desktop and provides an integrated development environment for development
using NWDI

Compare help.sap.com, for a short description of the development steps using NWDI:
http://help.sap.com >Documentation > SAP NetWeaver - SAP NetWeaver 2004s >
English > SAP Library

- SAP NetWeaver Library

- Administrator’s Guide

- Technical Operations Manual for SAP NetWeaver

- Administration of SAP NetWeaver Systems

- AS Java (Application Server for Java)

- Software Logistics

- Development Infrastructure (DI)

- SAP NetWeaver Development Infrastructure

- Development Scenarios with the NWDI

The intention of this guide is to show a sample how you can expand the initial security
configuration of the NWDI, which is done by the template installer during the setup
phase, to adapt it to your business needs. With the installation of the usage type DI
(Development Infrastructure) and the post-installation step using the DI template with the
Template Installer, the NWDI is ready to use with a preconfigured track, users, groups
and roles. This guide introduces additional logical roles involved for NWDI based
software development, describes the tasks covered by each role and explains the
needed permissions. Help is given to check and if necessary to adopt the various user,
group and roles settings to your specific installation.

1 For this official name, two abbreviations are currently in use: JDI (Java Development
Infrastructure) and NWDI (NetWeaver Development Infrastructure). Therefore you can find both
abbreviations in parallel.



2 Introduction

Assume your team wants to extend a Product by a new feature. The initial installation of
NWDI and basic configuration steps are supposed to have been done already. For
implementing the new product feature, a single CMS Track has to pass through. Figure 1
illustrates the activities and attached systems of a CMS Track.

CMS Track

SAF J2EE 58P JZEE SAF JZ2EE
Ergire Ergime Ergime

CES :
Build Space /
] : orent | ] Approval

DTR -
- S

Figure 1 CMS track structure.

During development, five major roles have to be occupied:

e Software Architect
As a result of designing the software architecture he defines the Product version,
included Software Components to be developed, required Software Components
and their dependencies. He uses mainly the System Landscape Directory.

e Landscape Administrator
He sets up the initial environment for developing a Product, comprising name
reservations, Track definitions and Development Configurations. The Landscape
Configurator part of CMS is used for these purposes.

e Transport Manager
He is responsible for transporting the according deliveries between the logical
systems that built up the track. In our scenario, he would start with importing the
necessary sources and archives in the Development System. Later on, he
imports the Development Components in the Consolidation and Test System.
Besides this, he is responsible for assembling components to the new Product
version. The Transport Studio of CMS is his preferred tool.

e Member of Development Team
Based on the imported Development Configuration, team members create and
implement Development Components (DCs) as part of the changeable Software
Components of the Product or change existing ones. Typically developers pass
the steps Design - Implementation - (Unit) Testing for each Development
Component in a local environment. Then they activate their changes in order to
make them useable for further development steps. Builds and deployments in a
central development environment ensure an ongoing integration of all changes
made by development team members. When the feature is implemented and



tested in the Development System, the corresponding Development Components
are released for import in the Consolidation system. The NetWeaver Developer
Studio is the developer’s main tool for these tasks.

e Quality Manager
The quality manager assures that the new product conformsProduct confirms to
the requested quality standards. He is responsible for Product consolidation and
for final approval before product delivery. For approval of the product shipment
the Transport Studio of CMS is used.

Figure 2 assigns the mentioned roles to the process steps while passing a CMS Track.
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Figure 2 Java Software Lifecycle Management with the SAP NWDI



The following table describes the tasks for each identified role in more detail. Please
note: The column “Involved systems” summarizes all systems that are called directly as
well as implicitly while processing the tasks. In accordance, the column “needed
privileges” lists privileges needed not only by the role itself but also needed by internal
system users (e.g. service users like NWDI_CMSADM).

NWDI Role Tasks Involved systems Needed
privileges
Administrator initial setup & CMS - Landscape (write Domain
maintenance of CMS Configurator data in CMS)

Domain data?, Rescue
User

Software define Product version, SLD - Software write into the
Architect Software Components Catalog “Software

and dependencies Catalog” in SLD
Landscape define Tracks CMS - Landscape read, write track

Administrator

Configurator information in
CMS
define Track authority CMS - Track assign
Authority permissions in
CMS
reserve Namespaces SLD -> Name read, write
Reservation Namespaces in

SLD

Development
Team

import Development

NWDS, SLD, CMS

read SLD and

Configuration CMS data

synchronize sources NWDS, DTR read sources
from DTR

synchronize required NWDS, CBS read archives

archives from CBS

create and check in NWDS, DTR write, check in to

Development
Components

DTR, write name
reservation to
SLD

build / deploy /test locally

NWDS, local J2EE

administration of

Engine local engine
activate NWDS, DTR, CBS create build
requests

? Note: Using the template installer will pre-configure the Domain ID, which cannot be changed

afterwards.




test CMS, central access to
development system development
runtime system
release NWDS, CMS Create, release
requests

Transport Access to file system of CMS - Transport import in CMS
Manager CMS server Studio systems

Access to SAP Service

Marketplace

Check-in and import

required SCs into

Development System

import into Consolidation

System

Assemble Software

Component version

import into Test System

import into Production

System
Quality tests in Test System appropriate test tool Administration
Manager test CMS, central access to

Development System

development
runtime system

Release

NWDS, CMS

create release
requests

Table 1 Involved systems and necessary privileges




3 Technical mapping

The NWDI roles and their privileges described in Table 1 must be mapped to technical
permission settings on several levels (UME Actions, J2EE Security Roles, DTR ACLs
and Track-specific ACLs). The following paragraphs give an overview of the settings that
have to be done. Chapter 4 gives a step by step solution for doing it.

Detailed information to the technical mappings can be found in
http://help.sap.com: >Documentation > SAP NetWeaver > SAP NetWeaver 2004s >
English > SAP Library

-> SAP NetWeaver Library

- Administrator’'s Guide

- Technical Operations Manual for SAP NetWeaver

- Administration of SAP NetWeaver Systems

- AS Java (Application Server for Java)

- Software Logistics

- Development Infrastructure (DI)

-> SAP NetWeaver Development Infrastructure

-> Configuring the NWDI User Management

Note: Please keep in mind that this guide is based on a single-server installation (all
NWDI components and SLD on a single server). If the NWDI components or the SLD are
distributed on multiple servers a central user administration (CUA) is recommended.
Otherwise you need to setup the same credentials (same user with the same password)
with the appropriate permissions on all systems.

Note: The following permission settings are always based on UME Groups. Depending
on whether an SAP system, LDAP or database is used as user store, users and UME
Groups respectively SAP Roles must be created in different ways. For a detailed
description please see
http://help.sap.com: - Documentation > SAP NetWeaver > SAP NetWeaver 2004s ->
English > SAP Library

- SAP NetWeaver Library

- SAP NetWeaver Security Guide

- User Administration and Authentication

-> Integration of User Management in Your System Landscape

3.1 UME Actions

The permission concept of CBS, CMS and SLD is based on UME Actions that need to
be mapped to UME Roles. This has to be done using the Web-based User Management
Engine Administration Console (http://<server>.<port>/useradmin) that is part of the SAP
J2EE Engine.

Table 2 summarizes the mapping of identified NWDI Roles to necessary users and their
assigned UME Groups, UME Roles and UME Actions.



NWDI Role

User

UME Group

UME Role

UME Actions

Administrator

NWDI_ADM
(default user)

NWDI
Administrators

NWDI
Administrator

CBS.Administrator
CMS.Administrate
LcrinstanceWriterAll

Member of (default: NWDI NWDI CBS.Developer
development | NWDI_DEV) | .Developers .Developer (CBS.XDeveloper)
team CMS.Display
CMS.ExportOwn
(CMS.ExportForeign)
LcrinstanceWriterNR
Software NWDI NWDI CBS.Guest
Architect Architects Architect CMS.Display
LcrinstanceWriterCR
Landscape NWDI NWDI CMS.ConfigureDomai
Configurator .Configurators .Configurator n
CMS.CreateTrack
CMS.Display
CMS.ModifyTrack
CMS.UserAdmin
LcrinstanceWriterLD
LcrinstanceWriterNR
Transport NWDI NWDI CBS.Administrator
Manager .Operators .Operator CMS.CriticalFunctions
CMS.Display
CMS.Transport
Quality NWDI NWDI CBS.Guest
Manager .QManagers .QManagers CMS.Approve
CMS.Display
CMSAdmin NWDI_ NWDI NWDI CBS.Administrator
(technical CMSADM .CMSAdmins .CMSAdmin

user used by
CMS)

(default user)

Table 2 Necessary users, UME Groups, Roles and Actions for NWDI

For the standard workflow, your named users are mapped to the necessary Groups as
needed. Besides this, there are two technical users that are used for special purposes
only; they are not mapped to named users.?
The NWDI_ADM user has all privileges and therefore can perform all tasks in the NWDI.
He is intended to be used for the initial setup of the NWDI and as an emergency user.
For your regular development cycle, you should not use the NWDI_ADM user to ensure
traceability. Instead the usage of dedicated admin users belonging to group
NWDI.Administrators enables you to decouple the J2EE Administrator user from the
applications itself. Furthermore dedicated admin users can be used for delegated
administration of Tracks (see chapter 3.4).
Another unnamed user which is required is the NWDI_CMSADM. This user is not
assigned to a real person, but intended to be used only internally by the CMS. He can
perform all actions in the DTR, CBS, and SLD that are required to configure the NWDI
and operate the CMS. He is also used for intra-component communication between
CBS, DTR and SLD.

3 |f you used the Template Installer for the configuration of the NWDI, these users are already
created and assigned to the necessary groups. The settings should be checked either.




3.2 J2EE Security Roles

For the SLD, it is also necessary to set permissions enabled through J2EE Security
Roles. This has to be done in the Visual Administrator Tool. The permissions have to be
assigned for the application “sap.com/com.sap.lcr*sld”.

Table 4 shows the settings for the J2EE Security Roles.

UME Group Security Role
NWDI.Administrators LcrinstanceWriterAll
NWDI.Architects LcrinstanceWriterCR
NWDI.CMSAdmins LcrinstanceWriterLD
LcrinstanceWriterNR
NWDI.Configurators LcrinstanceWriterNR
LcrinstanceWriterLD
NWDI.Developers LcrinstanceWriterNR

Table 3 Necessary Java Security Role settings for SLD.

For an easier assignment, Table 4 shows the settings per security role.

Security Role UME Group
LcrinstanceWriterNR NWDI.Developers
NWDI.Configurators
NWDI.CMSAdmins

LcrinstanceWriterAll NWDI.Administrators
LcrinstanceWriterCR NWDI.Architects
LcrinstanceWriterLD NWDI.Configurators

NWDI.CMSAdmins

Table 4 Necessary Java Security Role settings for SLD.

3.3 DTR Permissions

The DTR permission concept based on ACLs (Access Control Lists) determine which
privileges a principal has with respect to a certain resource. Principals are users and
groups. DTR files, folders and workspaces are resources. Privileges include read and
write access to DTR, check in, and several administration privileges. To set DTR
permissions, the DTR admin plugin of the SAP NetWeaver Developer Studio is used.

For details about the DTR authorization, please refer to http://help.sap.com
- SAP NetWeaver Library

- Administrator’s Guide

- Technical Operations Manual for SAP NetWeaver

- Administration of SAP NetWeaver Systems

- AS Java (Application Server for Java)

- Software Logistics

- Development Infrastructure (DI)

- SAP NetWeaver Development Infrastructure

- Configuring the NWDI User Management

- User Authentication and User Authorization in the DTR

Please be aware that you may lock out the user you use to manage permissions, since
permissions are stored as versioned files in the DTR. If this occurs, please refer to the



section “User Management Steps after Installation > Editing the Emergency User” in the

“Configuring the NWDI User Management” section of the online documentation.

Table 5 summarizes the permission settings for DTR.

Principal Type Resource Right Privilege
NWDI.Administrators Group |/ grant All
/sysconfig privileges
/system-tools
—>/administration
/ws/system
NWDI.CMSAdmins Group |/ grant All
/ws/system privileges
NWDI.Configurator Group | /ws/system grant Access,
Read,
Write,
Checkin
/act grant Read,
Write
Iwr Grant Read,
Write
NWDI.Developers Group |/ grant Access,
Read
lact grant Write,
Checkin
/vh grant Write
fwr grant Write
Iws grant Write,
Checkin
Iver grant Write

Table 5 DTR permissions for using NWDI




To make the assignment easier, Table 6 shows the privileges per resource.

Resource Inherit | Principal Type |[Right Privileges

NWDI.Administrators | Group |grant All
NWDI.CMSAdmins Group |grant All
Access,
Read,
Write,
Checkin

Iws/system Ignore
NWDI.Configurator Group |grant

/system-tools

> /administration Ignore | NWDI.Administrators | Group |grant All

/sysconfig Ignore | NWDI.Administrators | Group |grant All
Write,
Jact Yes NWDI.Developers Group |grant Checkin
NWNDI.Configurators | Group | Grant Read, Write
Ivcr Yes NWDI.Developers Group |grant Write
Ivh Yes NWDI.Developers Group |grant Write
wr Yes NWDI.Developers Group |grant Write
NWNDI.Configurators | Group |grant Read, Write
Write,
Iws Yes NWDI.Developers Group |grant Checkin
Access,
/ Vos NWDI.Developers Group |grant Read

NWDI.Administrators
NWDI.CMSAdmins

Group |grant All

Table 6 DTR permissions by resource
Note: In order to grant permissions on Track level, you should grant the privileges “write”
and “checkIn” on all inactive Workspaces belonging to this Track. The pattern for the
inactive Workspaces is “/ws/<Trackname>/<SC-name>/<CMS-system>/inactive/".
It is useful to create a UME Group for each Track and grant the permissions to the group
instead of single users.
This can also be used to prevent developers from accidentally working on the CONS
Development Configuration.



3.4 Track-specific Authorizations

In NetWeaver 7.0 and with NetWeaver'04 SPS15, it is possible to specify NWDI
permissions per CMS track. By assigning authorizations to tracks you define areas of
responsibilities for Administrators or Quality Managers.

Note: To restrict access on the DTR workspaces for developers, please use the DTR
ACLs to control the permissions there. With CMS authorizations, it is only possible to
control transports of Change Request, but not the access to a development
configuration.

The track-specific authorizations can be assigned using a separate Ul that is started by
using the URL: http://<host>:<port>/webdynpro/dispatcher/sap.com/
tc~SL~CMS~tsawebui/CmsTrackAuthority

/3 CmsTrackAuthority - Microsoft Internet Explorer -3l =
File Edt View Favorites Tools  Help % | f,'
QbBack - D - [ 2] (| Lsearch L7Favariees & | 2+ S Ml - o 3
Address I@j http:f{pS3507 wedf sap. corp: 50000 webdynpro/dispatcherfsap. com/ftorSLeCMS~ksawebuifCmsTrackautharity j a Go | Links **
w SAP NetWeaver™
.
;3 Change Trackspecific Authorities - Track Customer Demo Track
General Data | Save || D Meswy Ertry || BDelete... | @
Gl e 4zl Track Authority State
CMS Domain Jol
“Type % Name se T Ge B @ su =3 [ &
Tracks [ | User w | CustDemo @ O O
“hame 2 Description State | H | Group v | SAP_JAVA_MADI_DEVELOPERS | @ O Oojojojg
Kl ||
I | Customer Dema Track | Track for Custome... | @
[ Dema D MOT TOUCH @
[ | Sanchox Track Use this to geti... e 3
[&] Done [ [ [ | N3 Localintranet 4

Figure 3: CMS Track Authority Web Ul

For detailed information, please refer to the online documentation on http://help.sap.com:
—>Documentation > SAP NetWeaver - SAP NetWeaver 2004s - English > SAP
Library

- SAP NetWeaver Library

- Administrator’s Guide

-> Technical Operations Manual for SAP NetWeaver

- Administration of SAP NetWeaver Systems

- AS Java (Application Server for Java)

- Software Logistics

- Development Infrastructure (DI)

- SAP NetWeaver Development Infrastructure

- Configuring the NWDI User Management

- Authorizations in Change Management Service

- Track-specific Authorizations




4 The Step By Step Solution

This chapter gives instructions to check and if necessary to create the settings described
above, based on an NWDI installed on a single server using the UME as user and group
store.? For distributed installations or the usage of a central user and/or group
administration, you have to adopt the steps to your needs.

4.1 Check and edit UME settings

hf . Log in to the UME User Administration GUI
1. Searchfor existing http://<hostname>:<port>/useradmin and enter the userid.

USErs Choose Go to start the search.

Address Iﬁ:l http: fpwdf2317 50300 webdynprofdispatcherfsap  comjtcrssecumerswdeumeadmin/UmeAdminapp

K/

Welcome Administrator

Identity Management || Batch Import || User Management Configuration

Ed

Search

Get [User [w|iusert| ; [ Advanced Search |

| Select Al || Deselect Al | | Create Liser || Copy to Mew User | | Delete | | Unlack || Lack || Reset Password | | Export |

= Logon D = MName

[= =] - Brevofatod - [ - <]

5 Log in to UME User Administration GUI
. Create new users http://<hostname>:<port>/useradmin and choose Create User.

I N SN

| ety Maragement || Batch import || Lisar Managernent Configurstion
Soarch

Gt [uzer [ [mace aom (08 ][ asvancea Sewch |

[ Setect a1 | Desroct aa | @rmmwtm' [ewetn | [ uniocs | Locs | Reset Passwora | | Expon |
% LoD 2 N % Departmact

Fizw|fof @ - |

Sarve | Concel

mﬂmﬂl Accourtdormabon | Coftsclinformalion | Addbicnalnformalion | Cerificaler | Assigned Roles | Astignad Groupd

Logen Er *
Password Information
¥ Dot Inial Pssword
[ Generntn Paszwoed
" Dksobde Passeverd
Detine Pastword *
Confirm Pagswerd: *

Lonst Merre: *

Frst Name: b
E-mal Address: o smangdmydomain <o

Fuem of Ao

[
Activite Accessbity Fastue

* The configuration shown applies for SAP NetWeaver 7.0. The user interface for SAP
NetWeaver’ 04 looks different.



hf - Log in to UME User Administration GUI
3. Searchfor existing http:/<hostname>:<port>/useradmin and select Group from the
groups list box. Enter your search criteria and choose Go.

WEIcumE Adminigtratur m
—

[dentity Management || Batch Import || zer Management Configuration |

Search

Get |Group |+ | MADIAdministrstors (| Go |

| Select &1 | Desslect A1 | | Create Group || Delete || Export |

Matmne

J & MWD Administrators

HBER 0 EE5H

q Log in to UME User Administration GUI
4. Create new group and . //chostname>:<port>/useradmin, select Group, enter a

assign users unique Name and click Save.
¥ =
i

Welcome Administrator e N Ay

Identity Management || Biatch Impo?‘ User Management Configuration

Search

Get [Group [~ | [MADLAdministratars |

| select a1 | Deselect &0 | [Creste Group ] | Detste | | Export |

a4k
=)

Mame

J & NYDI Adiministrators

HEH 1 EEE

I Details

General Imformation Azsigned Roles f Azsigned Child Groups f Azsigned Users i Uszer Mapping

Uniicque Marme: * [FADI CMS Adming |

Dizplay Mame:
Description: [FhADI TS Addministrator |

Unigjue 10

After creating a group, you can assign users by clicking the
Assigned Users tab.

-14 -



Search for existing
roles

Create new role and
assign group and
actions
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On the right side click the Go button to get a list of all available
users. Select one and choose Add. Finish with Save.

Log in to UME User Administration GUI
http://<hostname>:<port>/useradmin and select Role.

Welcome Administrator  pes.

—

ildent'rh_.r Management || Batch Import || U=zer Management Configuration |

Search

Get |Role |+ | [MADIAdministrator |

[ Selsct A1l || Deselsct 21 | || Creste Role || [ Delete ||| Export |

|

Mame
MWD Achministratar

BER 0 EEH

Log in to UME User Administration GUI

http://<hostname>:<port>/useradmin and choose Roles. Click

the Create Role button. Enter a unique Name and choose Save.
1 A

| K7

Welcome Administrator e

Identity Management || Batch Import || User Mansgement Configurstion

I Search
Get [Role |~ | M Administrator =
Select Al | Deselect 41| [ Create R
Mame = Des
J B MADL Administratar

[=1=] - fowl 5l - [ -] -]

I Details

:

Intormation

Azsigned Groups 1 Azsigned Users i Azsigned Lctions I User Mapping

Unicjue Mame: * |NWDI.Opara10r |
Dizplay Mame:

Lacation:

Description: {MADI Operator £
Uniigjue ID:

To assign groups choose the Assigned Groups tab. The same
applies for assigning Actions via the Assigned Actions tab.
Proceed as described in step 4.



4.2 Set J2EE Security Roles

Go to the Web AS installation directory and start <Web AS

7. Start J2EE Engine install directory>\<SID>\JC<instancenr>\j2ee\admin\go.bat.
Visual Administrator  ~pg65e Connect > Login - New and specify a connection to
your Web AS.
/" Edit Connection - p x|

Specify connection parameters for a direct connection to a dispatcher
node.

Display Hame:

n73522 |

User Name: |Administrat0r |

Host: |p?3522.wdf.sap.cnrp |

Port: |50004 |

Transport Layer

| Default |

| Save || Cancel |

Use the new connection to login.

On the left side, choose Server - Services - Security
Provider. Search the component of interest; this is
sap.com\com.sap.lcr*sld in our case (see Figure 4). Then click
on the tab “Security Roles” and choose the security role you
want to assign, e.g. LcrinstanceWriterNR. Search for the user or
group, that should be assigned, e.g. NWDI.Developers. Choose
Add and Save.

8. Check and edit Java
security roles.



Cluster rGIohaICunﬁguration |

4 File Transfer

4 HTTP Provider
A8 |10F Provider

4 Java Mail Clisnt
4 JCa RFC Provider
4 JDBC Connector
QJMS Connector
4 IMS Provider

4 M Adapter
G4 M MNotification
4 INDI Registry
4 ey Storage

4 Licensing Adaptar
4 Locking Adapter
4 Log Configurator
’*—e" LogWiewer

4 Memory Infa

28 Messane Info

4 Manitaring

4 P4 Provider

4 Perfarmance Traci

5 L

4 Secure Storage
’*—e" Security Provider
4 Session Failover

4 Runtirne Info Provide:

4 Shell Administration |

—l:

|( Runtime | Properties || Additionalinfo_|

Policy Configurations r User M.

it r Login S

r Protection Domains r Cryptography Providers

A |-c

- noysuwc-

uuuuu —

& keystore-view.service_ss|—
& sap.com/SQLTrace’Open
& sap.com/SQLTrace*SOLT
# sap.comicom.sap.engine.s
& sap.comicom.sap.engine
& sap.comicom.sap.engine

& sap.comicom.sap.engine.
& sap.com/com.sap.engine
& sap.comicom.sap.engine,
& sap.com/com.sap.engine
# sap.comicom.sap.engine
& sap.comicom.sap.engine.:
& sap.comicom.sap.engine.
& sap.comicom.sap.engine.
& sap.comicom.sap.engine.:
& sap.comicom.sap.engine.
& sap.com/com.sap.ip.me.in
& sap.com/com.sap.ip.me.in
& sap.com/com.sap.ip.me.w
& sap.comicom.sap.lcr*sid
& sap.comicom.sap.lcr.sap
# sap.comicom.sap.lcrabap
& sap.comicom.sap.icrabap

& sap.comicom.sap.pmi.adr

||~ Security Roles
‘||| LerinstanceWriterNR:
||| LerinstanceWriterLD B
||| Bridgecommunication [SA | -
||| |$SAP_J2EE_Engine_Uploa H

||| LerinstanceWvriter All
||| LerClass\Writer
||| LerAdministrator

Authentication rSEcurily Roles I/Resuurces |

criser
crinstanceWriterCR

| Users Users | Groups |
Hame: 1evelopers
Child Group:
Child User:
Display: all
M% Search Reset
|| [ Groups ——
JDL.Developer: JDL.Developers
SAP_SLD_COI
SAP_SLD_DE\
| |E D
| - Run-as Identity
p [ SEARCH_RESULT_OK
A T ——

Figure 4 Assign security roles using the Visual Administrator

4.3 Check and edit DTR Permissions

9. Activate DTR

plugin

10. Create DTR client

and log in.

For managing DTR permissions (authorization) you need the
DTR admin plugin of the SAP NetWeaver Developer Studio.
Make sure that the plugin is active: If necessary, rename the
plugin.xml.disabled file in the <SAPDEVSTUDIOHOME>
\eclipse\plugins\com.tssap.dtr.client.eclipse.admin\ to

plugin.xml.

Open the DTR perspective in NetWeaver Developer Studio
(Window -> Open Perspective->Design Time Repository)

:'_E"...:‘ Design Time Repository - SAP NetWeaver Developer Studio

Eile Edit Mavigate Search Project DTR Run  Window Help

=1of x|

=% e[ %9 -

E Repository Browser - sapwasi4 X Open Ackivities - sapwasi4 {;§_‘> v X
B, ) - Ff& OFFLINE

w|l S OFFLINE

iF

%j Cpen Activities ‘Closed Activities

3¢ E Sod|® -~ x
@ Principal Principal Tvpe Descripkion | Inherited From | Grant Type
2

@

[

1]

DTR Console |Inkegration Canflicts | Permissions

D

A DTR client represents a connection to a certain DTR server.
In order to create a DTR client, use the DTR perspective. This is

done using the context menu of item “OFFLINE” in the
Repository Browser - “Create Client”.
Enter the necessary data for your DTR.




11. Connect to a
specific resource

12. Grant permissions
to a resource

& New DTR Client x|

Client Mame: | Admin-PS3507

DTR Server LIRL: I http: //pS3507, wdf, sap. corp: 50000, dtr

Local Roak: I CrDocurments and Settingsido4 1 148,derladmin-PS3507 Erl

o, I Cancel |

After that, you should be able to connect to the DTR, using the
same context menu. Problems may occur if you already have
created already another client. Check which client is selected for
login (click DTR - Select Client). In order to change the login
name, please close and re-open the NetWeaver Developer
Studio.

In order to manage the permissions for a resource, click the
context menu of repository browser and choose View
Permissions from the title bar of the Permissions view, choose
Menu and select the URL using View Permissions for URL....

Bl Permissions - | [Admin-PS3507] BE| e a
Principal Principal Type Description | Irherited From | Grant Type | & | &r g -y
e e PJJ_IMHJHJ-HJ-:]E@[E
Enter the URL of the resource you want to edit, e.g.
http://<dtrhost>:<port>/dtr for root.
2% Yiew Permission x|

Enter a URL of resource;

I htkps pS3507 wdf . sap, corp: SO000/der |

oK £ I Zancel

To edit permissions of an existing principal, right-click on the
principal and choose “Edit principal”. For a new principal,
choose “Add principal”.

Type in the desired principal (group or user name) and choose
the necessary type. Then select the privileges and the privilege

type.



13. Setting the “Ignore
inheritance” flag

14. Save the settings
for the folder

15. Repeat steps 11 to
14 for all resources

— -
¥2Mew Principal x|
Principal Type: ¢ USER &+ GROUP ALl
Principal: I MWD Developers
Description: a
-,
—Privileges
Frivilege | Explanation |
ﬁg laccess Provides access to meta-data like OP...
&d" read Allows read access to specific resources
O ,,f write | Mo read access (ACL specification); c...
O <& checkin Allows ko check-in activities - applicabl...
O g=3import  Allows ko import ackivities into the dat. ..
Types: O efiexport  Allows to export ackivities From the da..,,
& GRAMT : , o
D [ inteq... Allows toinkegrate activities to a wor, .
" DEMY O B admina  Adminiskrative category A& - allows Far. ..
| FINAL DENY (obsolete) O B adminz  Administrative category ¥ - alows ta ...
(0] 4 [ I Cancel

Press OK to confirm the principal.

For some resources you should break the inheritance by setting
the “Ignore inheritance” flag.

Use the “Ignore inheritance” button in the top bar of the
permissions view to set this flag for the selected resource.
BlF | 2

Ignore Inheritanc

| Prinipal Type__| Descrip pe AW,
Y =Y. EA

When you are finished with all configuration steps for this
resource, save the entries by pressing the “Save Changes”
button on the top bar of the permissions view.

s -1 [Admin-P53507]

Ecl™ Permis:

o
o
E
e
=
8
5
=
s

Repeat the steps for all resources you want to set permissions
to.
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16. Activate your When you are finished with your configuration steps, activate
changes the settings in the DTR. You do this via pressing the Activation
button in the top bar of the permissions view.

Bl Permissions - { [Admin-PS3507] & ‘@5 2 ‘ - X
Principal Principal Type | Description | Inherited from | Grant Type IEE I
<ill Users> | AL GRANT @ @ |Advaed

LA A
e T [ I =TT 5 1 < I ¢

DTR Consale | Integration Conflicts | Tasks | Activation Requests |Permissions |

It might take a few minutes until the changes take effect.
Alternatively you can open a browser window using the URL
http://<DTR server>:<port>/dtr/sysconfig/support/AcIRefresh
and choose “Refresh”.
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